


 

 

We advise that you use a randomly-generated password or passphrase to encrypt the file. We also 

advise using a different password for each archive. Passwords should be at least 15 characters in 

length to achieve reasonable security. 

If you do not already have a random password generator, these online systems may be used: 

 https://www.fourmilab.ch/javascrypt/pass_phrase.html 

 https://www.grc.com/passwords.htm 

 

The USB stick containing the encrypted archive may be sent as usual. Passwords should be sent to 

encryption@wjec.co.uk. The email should 

file:///C:/Users/gardnh/AppData/Local/Microsoft/Windows/Temporary%20Internet%20Files/Content.Outlook/F8I3ADUK/encryption@wjec.co.uk
https://www.techrepublic.com/blog/windows-and-office/secure-your-usb-drives-with-bitlocker-to-go-for-windows-7/
https://www.techrepublic.com/blog/windows-and-office/secure-your-usb-drives-with-bitlocker-to-go-for-windows-7/

